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6  Summary

z Z

(1) Classification of the products to be procured : 14

(2) Nature and quantity of the products to be rent : Information and Communication
Technology System 1 set

(3) Type of the procurement : Rent

(4) Basic requirements of the procurement :

A The information and communication technology system is a foundational system to
enhance and advance the university s research, educational activities, and
administrative tasks. It consists of educational systems, virtualization
infrastructure servers and file server systems, a billing printer system, and an
operational management system and other related components

B The educational system must have the functionality to manage the registration

of all students and provide responsive performance even when all terminals are



used simultaneously. It should also support education in various fields, including
information literacy, data science, and medical informatics

C The file server system should not only include student user directories in the
educational system but also be designed to integrate with the research data
repository (GakuNin RDM) and replace aging NAS scattered throughout the campus.

D The billing printer system should use a point charge method linked to each
user’s ID, allowing smooth fee collection by the administration office

E The operational management system should organically interconnect with each
system, enabling centralized management and operation. Additionally, it should
allow centralized user management, including when using cloud services

F  The system should connect with the existing campus information network to
facilitate the sharing of computer resources

G The system should have sufficient security features and allow the setting of
usage rights for system resources according to user groups.

H The system should prevent failures in advance, respond immediately to any
failures that occur, and ensure stable operation.

I When using cloud services, the data center location, applicable laws, and
jurisdiction should, in principle, be within Japan. However, this does not apply
to services listed in the Information System Security Management and Assessment
Program (ISMAP) cloud service list for government information systems.

J Existing virtual servers that are not subject to updates in the current system,
such as the library system and faculty performance system, should also be migrated
to the environment introduced through this procurement and operate normally.

K The system configuration should fully consider energy efficiency and space—
saving.

L The system should support the smooth transition of existing assets

M Other facilities and environments associated with the above systems should be
provided.

N The system should include removal after the end of the lease and maintenance
period.

(5) Time limit for the submission of the requested material : 17:00, May 9, 2025
(6) Contact point for the notice : Atushi Okada, Procurement Section, Accouting
Division, Asahikawa Medical University, 2—1—1—1 Midorigaokahigashi Asahikawa—

shi Hokkaido 078 —8510 Japan, TEL 0166—68—2157



